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of organizations say they have

450/0 a problematic shortage of
cybersecurity skills. (ESG
Research, 2017)

of businesses experience a data

bredch in any 2-year period and
46 0/0 the average cost related to these
incidents is $36 million (2017

Cyber Rick Transfer Comparison
Global Report)

49 0/0 of installed malware comes via
email (Verizon DBIR)

of firms indicated that the #1

0 challenge to securing their
0 organization is the rapidly

evolving nature of cyber threats
(Forrester Survey, July 2017)

0 of breaches took months or
0 longer to discover (Verizon

DBIR)

of cyberattacks could have

0 been prevented had routine
u scans and patches been
implemented. (Online Trust

Association)

of cloud security failures
will be fault of
organizations (Gartner)
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POWERFUL

 vilogics Firewall-as-a-Service (FWaaS) has been designed to effectively
address today's complex and dynamic threat environment

COST-EFFECTIVE

e Most economic way to purchase the robust security services needed to
successfully address today's highly sophisticated threat landscape

SECURITY

e Protects against known exploits, malware and malicious websites
using continuous threat intelligence provided by FortiGuard Labs security
services.

e Detects unknown attacks using dynamic analysis and provides automated
mitigation to stop targeted attacks.

PERFORMANCE

e vilLogics FWaa$S delivers industry's best threat protection performance and
ultra-low latency using purpose-built security processor (SPU) technology
powered by Fortigate

e Provides industry-leading performance and protection for SSL encrypted
traffic.

CERTIFICATION

e Independently tested and validated for best security effectiveness and
performance.

e Received unparalleled third-party certifications from NSS Labs, 1CSA, Virus
Bulletin and AV Comparatives.

NETWORKING

e Delivers an extensive routing, switching, wireless controller and high
performance 1Psec VPN capabilities to consolidate networking and security
functionality

e Enables flexible deployment such as UTM and Secure SD-WAN

MANAGEMENT

e Single Pane of Glass with Network Operations Center (NOC) view
provides full visibility to identify issues quickly and intuitively.

e Predefined compliance checklist analyzes the deployment and highlights
best practices to improve overall security posture.

PRODUCT SPECIFICATIONS

e Physical hardware installed at customer location

e Access Control List (ACL) Management

e Firewall 24/7/365 Support

e Application Control Services

e Intrusion Prevention Services

e Firewall Network Traffic Anti-Virus (AV) Protection

e Web Filtering/Antispam Services

e Support guest wireless SSID with basic guest connectivity
support

e Monthly security threat reporting to designated users
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